Experiment No:-
Aim of Experiment : To study a peer to peer decentralized network system and resource management with in that system 

TITLE : WORK INSTRUCTION SHEET: Mobile Computing Lab

Tools/Libraries: ….

Software Used :  MS Office
Hardware Used: Standard PC

Pre Condition : Study peer to peer network 
Post Condition : Resources are managed. 
Peer to Peer comunication system

· There is no Client-Server architecture.

· There is no central node that manages the whole network.

· All the individual nodes manages  their own network.

· All the nodes perform several task by their own.

· There is an END TO END communication.

Types of peer to peer networks

There are three types of peer to peer networks:

· Pure P2P

· Hybrid P2P

· Mixed P2P

Pure p2p :

· there is no central node that manages the whole network.

· There is no central router.

·  In this node plays the role of both client and server.

Hybrid p2p:

· In this central node exist.

· All the communication which take place between peers depends upon central node

· In this the working and the work load of the server is entirely different from the client server.

Mixed p2p:

· it contain both the features of pure p2p and hybrid p2p.

Peer to peer in mobile computing

Advances in wireless technology and mobile computing have provided a major impetus toward development of Mobile Ad-hoc Networks (MANET) and Personal-Area Networks (PAN). These networks are self-organizing networks comprised of wireless nodes .ad -hoc networks are short -lived networks. Examples of ad-hoc networks  is Bluetooth .

The combination of mobile devices and ad-hoc networks allows the creation of highly dynamic, self-organizing, mobile peer-to-peer (p2p systems. In such systems, mobile hosts continuously change their physical location and establish peering relationships among each other based on proximity. 

The Challenges of Mobile Peer-to-Peer Computing

A mobile P2P system inherits many of the features of ad-hoc networks:

° Self-organizing: as side effect of the movement of devices in physical space, the topology of a mobile P2P system.
constantly adjusts itself by discovering new communication links.

° Fully decentralized: each peer in a mobile peer-to-peer system is equally important and no central node exists.

° Highly dynamic: Since communication end-points can move frequently and independently of one another, mobile P2P systems are highly dynamic.

° Low cost: wireless ad hoc networks are built from low-cost transceivers and do not incur charges for provider access and air-time.

The unique character of mobile peer-to-peer systems represents a significant challenge for the designer. 

Challenges

Naming

Traditional (non mobile) P2P systems are characterized by an increasing decentralization and autonomy of hosts.

Because accessing these decentralized resources means operating in an environment of unstable connectivity and

unpredictable IP addresses, P2P systems often operate outside the DNS system. The same must be true for mobile p2p systems. Additional reasons for not relying on the DNS system are:

° In ad-hoc networks, access to a central DNS server cannot be assumed

° Not all mobile devices support IP networking and thus do not have IP addresses

° Some mobile p2p applications, in particular for face-to-face collaboration, require the ability to identify not only peers, but also the people who run and use these peers.

Peer and Resource Discovery

One of the things that makes current P2P system so powerful is that they take advantage of resources -- storage, cycles, content, human presence -- available at the edges of the Internet. In a mobile P2P system mobile peers take advantage of resources provided by mobile peers that are physically close. Because of the unpredictable movement of mobile devices, discovering resources becomes a challenge.

In ad-hoc networks, device discovery is part of the network; resource discovery, however, is the task of the peer system.
Data Sharing and Synchronization

A mobile ad hoc information system is basically a highly dynamic, decentralized distributed system with weakly connected mobile hosts. In order to cooperate to the fullest extent peers need to be able to share and synchronize data. 

Security

The security implications of mobile p2p systems, in which one can potentially track every movement of an individual as well as examine what they are doing, must be taken seriously. In wireless ad-hoc networks users may not even be aware to which devices they are connected. Someone in the next room or on the floor above may connect to someone else's mobile device and gain access to private data such as stored e-mail, and meeting schedules. Thus, not only must encryption be employed to avoid eavesdropping, but also robust authentication procedures need to be established for connecting both trusted and non-trusted devices with each other. This, however, is made difficult by the fact that this must occur in a completely decentralized environment with no or intermittent connection to a trusted authority. 

Decentralization
One of the major concepts of peer-to-peer computing is decentralization. This includes distributed storage, processing, information sharing, etc. Decentralization means having no client server architecture i.e having no central node. Even control information can be held in a distributed manner rather than centrally. The advantage of decentralization is an increased extensibility, higher system availability and improved resilience. On an application level decentralization can also imply a transferral of ownership and control (of data, information and computational resources) to the application users. However, there are also problems related to this property. In a completely decentralized and dynamic system it is difficult to get or maintain a global view of the system                            

 Resource management support

our general approach for resource management involves providing hard, soft and non real-time guarantees for local resources such as CPU and memory. In contrast, soft and non real-time guarantees are provided for communication  resources. A static analysis is carried out for the hard

guarantees which takes into account even the most rare event with a hard deadline. In the case of soft guarantees, most of the analysis is carried out at run-time. 

Resource management component framework

Overview. The resource management CF encompasses both a task model and a resource model. The task model permits the user to model resource management of both coarse- and fine-grained interactions. Hence, the task model allows for the high-level analysis and design of resource management for event systems. There is a close relationship between the task model and the resource model. Tasks have an associated pool of resources which is defined by the resource model. More specifically, the resource model allows us to model different types of resources at multiple levels of

abstraction. Both coarse- and fine-grained resource configuration and reconfiguration are feasible. Further details of the task and resource models are given below

.

 The task model.

 From the programmatic point of view, a task may involve either a single invocation sequence

or multiple invocation sequences. The simplest case for a sequence is where only one operation is invoked. A task is defined as a logical unit of computation which has an amount of resources allocated. Examples of tasks are activities performed by the system such as transmitting audio over the network or compressing a video image, which has an amount of resources assigned for its execution. The task model is concerned with both application services and middleware services. Thus, we take a task-oriented approach for managing resources in which services are broken into tasks and are accommodated in a task hierarchy. Top-level tasks are directly associated with the services provided by a distributed system. Lower-levels of this hierarchy include the partition of such services into smaller activities, i.e. Sub- tasks. Sub-tasks are denoted as follows: task.sub-task.sub-sub-task…This approach offers resource management modelling of both coarse- and fine-grained interactions. The former is achieved by defining coarse-grained tasks (i.e. tasks spanning components and address spaces boundaries) and the latter isdone by using task partitioning. A task may span the boundaries of a component, an address space and even those of a node. Composite tasks include two or more sub-tasks and may involve either a single or multiple operation invocation sequences. In the former case, sub-tasks are interleaved whereas in the latter case sub-tasks are disjoint. Sub-tasks that are not further partitioned are called primitive tasks and are only related to a single operation invocation sequence. However, distributed tasks involve two or more nodes. It should be noted that sub- tasks may also be composite and even distributed. Finally, different tasks may be interconnected. For instance, a component running one task may invoke another component concerned with a different task. Such a

method invocation represents a task switching point. Thus, a task switching point corresponds to a change in the associated resource pool to support the execution of the task that has come into play.

 Resource model. 

The most important elements of the resource model are abstract resources,  resource
factories and resource managers [19]. Abstract resources explicitly represent system  resources. In addition, there may be various levels of abstraction in which higher-level

resources are constructed on top of lower-level resource managers are responsible for managing passive resources such as memory or disk. Furthermore, resource schedulers are a specialization of managers and are in charge of managing processing resources such as threads or virtual processors (or kernel threads). Lastly, the main duty of resource factories is to create abstract resources this purpose, higher-level factories make use of lower-level factories to construct higher-level resources. The

resource model then consists of three complementary hierarchies corresponding to the main elements of the resource model. 

MOBI-DIC: MOBILE Discovery of local Resources  in Peer-to-Peer Wireless Network

in this we examine management of databases distributed among moving objects. The objects are interconnected by a Mobile Ad Hoc Network. Several inherent characteristics of this environment, including the dynamic and unpredictable network topology, the limited peer-to-peer communication bandwidth, and the need for incentive for peer-to-peer cooperation, impose challenges to data manage-ment. In this paper we discuss these challenges in the context of a database that represents resource information. The information is disseminated and queried by the moving objects in search of resources. We are currently building such a resource discovery engine called MOBI-DIC: mobiles Discovery of Local Resources.MOBI-DIC will enable quick building of matchmaking or resource discovery services in many ap-plication domains, including social networks, transportation, mobile electronic commerce, emergency

example, in a large professional, political, or social gathering the technology is useful to automatically facilitate a face-to-face meeting based on matching profiles.

Peer-to-Peer File and Content Sharing Applications 

Among the systems that feature most prominent in the peer-to-peer domain are user applications running on top (or at the edge) of the Internet allowing a large group of users to interact and share resources. Most popular are file or content sharing applications such as Napster, Gnutella, Mojo Nation, donkey and Free net.

 Napster was the first major system enabling the direct exchange and  sharing of content. While the actual exchange of content in Napster is between peers, the discovery of the peers, however, is highly centralized (i.e. it is stored in a central directory) [2][4]. 

Gnutella provides a purely distributed file sharing solution without a central node. In the strict sense Gnutella is not an application but a protocol used to search for and share files. To find content and other peers a user has to know the IP address of at least one other Gnutella node
Protection and Security

A number of security and protection issues are linked to peer-to-peer technology and applications. 

Traditional security mechanisms to protect data and systems such as firewalls cannot protect peer-to- peer systems since they are essentially globally distributed. On the contrary, such mechanisms can inhibit peer-to-peer communication. Therefore new security concepts are required that protect systems from intruders and attacks while still allowing interaction and distributed processing in peer-to-peer systems. Data can be protected by the use of encryption schemes such as public-key-private-key encryption. In order to protect IPR (Intellectual Property Rights) while still allowing the public use 

of content, signatures can be added to the data (e.g. techniques such as watermarking and steganography). . Other protection issues are related to privacy within a peer-to-peer system. Peer-to-peer systems are open by nature. The authorship, the publisher and consumer interactions (such as storage of material and query for certain topics) should be protected. Systems can be classified according to the privacy they provide. 

Multicasting and flooding can be used to protect the identity of a receiver/ requestor. Spoofing can be used to protect both, sender and receivers. A covered path can also be used in this context.
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